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In the frantic atmosphere of global finance, where transactions transcend continents

in seconds, communication serves as the subtle yet critical heartbeat that ensures

trust and efficiency. This was irregular for one of the Money Transfer Operators in the

United Kingdom. Imagine a network in which every transfer, verification, payment

status, and critical update flows flawlessly, instantaneously overcoming geographical

gaps and instilling unshakeable client trust. This is the goal, the benchmark that

differentiates industry leaders.

However, the MTO discovered that their communication cables were tangled,

messages were delayed, and their security was jeopardised. Every missed

notification, every laborious authentication process eroded the foundation of

reliability they had worked so hard to establish.

In the world of cross-border payments, where security is crucial and quick

communication is anticipated, these issues were more than just operational hitches;

they threatened the fundamental nature of their service.

The FCA's consumer duty and G20 recommendations suggest that transparency is

essential, that should provide necessary information to their customers. In MTO

operations, it promotes trust by giving clear, accessible information on fees, currency

rates, and transaction statuses. This openness assures compliance with regulations,

reduces disputes, and improves security by discouraging illegal activity. Moreover,

such practices increase client confidence, resulting in operational excellence and a

strong, compliant organisation.

The capacity to offer real-time updates, securely authenticate users, and retain

transparency throughout the transaction is what fosters long-term partnerships and

drives operational excellence.

This case study delves into the MTO's journey from a state of communication chaos to

a realm of frictionless, secure, and instant notifications, exposing how they restored

their operational rhythm and secured their identity in the global financial

environment.
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Our client is a well-known UK-based Money Transfer Operator who facilitates secure

global transfers. However, their operations were clouded by a long-standing opacity

due to their reliance on a legacy cross-border payment system, specifically its SMS

communication infrastructure. This system lacks the basic elements required for

transparency, security, and a great user experience.

The primary issue was not simply communication breakdowns; it was a systemic

failure to uphold the fundamental principles of modern financial services. Their

outdated platform could not reliably trigger critical 2FA authentications or provide

crucial timely updates to clients. The absence of real-time communication clearly

contradicted the FCA's consumer duty, which requires customers to be well-informed

and treated fairly. It also compromised the G20's recommendations for financial

transaction openness, resulting in a mismatch between MTO operations and global

best practices.

The consequences were enormous. Message delivery failures, latency concerns, and

the inability to customise sender IDs harmed customer trust while exposing serious

security vulnerabilities. The system's inherent constraints hampered the operating

efficiency of MTO, making it unable to deliver the level of transparency and security

required in today's digital environment.

Realising the critical need for an innovative solution, the MTO searched for a partner

who could prioritise transparency, security, operational excellence, and customer

experience. After extensive study, they turned to Macro Global for assistance and

implemented NetRemit, a system that gives transparency and efficacy at all levels and

enables clear communication with their clients.

Client Background
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The MTO found themselves trapped in a cycle of communication breakdowns, eroding both

operational efficiency and customer trust. The core issues centered heavily on technical

shortcomings of the existing legacy system and security vulnerabilities, amplified by

operational oversights.

Challenges Faced

Operational and Security Concerns
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Lack of MFA: Without strong multi-factor authentication during key activities,
MTO's legacy system was vulnerable to unauthorised access and fraudulent
transactions.

Inadequate Compliance Management: The absence of effective authentication
and verification procedures to keep up the MTO with AML and KYC regulations
exposed them to fines and harmed their hard-earned reputation.

Deterring Potential Customers: The onboarding procedure was a thing of the
past, lengthy, laborious, and a huge turnoff. Potential clients were leaving before
even getting started, impeding growth and providing a negative first impression.

Manual Interactions: Due to the lack of automated alerts, fraudulent transactions
were slipping through the gaps, jeopardising data security and depleting
operational resources.

Limited Transaction Visibility: Without real-time transaction tracking and
proactive communications of every stage of payments, errors and disagreements
were unavoidable. The absence of timely confirmations via SMS and clear
communication led to operational inefficiencies.

Ineffective Customer Engagement: They were missing out on important
possibilities to interact with customers. The inability to use SMS for targeted
marketing and personalised alerts meant that promotions, adjustments, and
updates went unnoticed, stifling engagement and growth.
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Separate API Call for Delivery Reports: Obtaining a basic delivery report was
tedious. The MTO's legacy system had to make separate API calls, making the
quick check into a time-consuming task that hampered their ability to promptly
resolve issues and analyse performance.

Sender ID Configuration Issues: Customers were left guessing if their messages
were genuine. The outdated system’s inability to configure sender IDs meant they
couldn't clearly display their brand, leaving customers vulnerable to phishing and
questioning the very authenticity of their communication.

Lack of Country-Limit Access Control: This security gap exposed the MTO to
potential fraud and regulatory violations since message delivery could not be
restricted to certain regions, which is a vital security safeguard.

Zapier Setup Inconsistencies: Inconsistencies in the Zapier setup made it
impossible to accurately format custom text, resulting in errors and inconsistent
messaging that hampered the MTO's automation efforts.

Tedious 2FA Process: The time-consuming 2FA process was a nightmare, not only
distracting users but also threatening account lockouts and number loss, resulting
in a severe security weakness rather than a preventative one.

Heavy UXI and Difficult Analytics: The complex UXI and analytics made it
practically hard for the MTO to track message performance, identify trends, and
optimise communication tactics.

Difficult Log Retrieval: Troubleshooting was a nearly hard undertaking. Due to the
lack of maintained logs, the MTO were unable to track message delivery failures or
investigate suspected security breaches, leaving them oblivious to crucial
operational and security risks.

Integration and Technical Challenges
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Message Delivery Failures: The MTO's legacy system struggled and stumbled,
with intermittent breakdowns. Regional challenges and network congestion
caused critical notification to be missed leaving customers in the dark, payments
stranded, and accounts locked.

Message Latency: Frequently, messages arrived late. Customers lost trust because
of this delayed delivery, particularly when they required critical information.

Delivery Failures During Peak Use: When there were a lot of people utilising the
system, the MTO's legacy system couldn't handle the load. This inability resulted in
undelivered communications, lowering customer satisfaction and increasing the
risk of payment failure and account lockouts.

Limited Personalisation Options: The MTO's legacy remittance software was set in
one-size-fits-all mode. They were unable to tailor messages to their certain user
groups, whether it was a personalised marketing offer or a specific account
update through push messages.

Reliability and Performance of SMS Delivery

Message Functionality and Limitations
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To resolve their technical challenges and turn their communication into a strategic

advantage, the MTO turned to Macro Global for assistance.

Macro Global came in with NetRemit, a cross-border payment suite that seamlessly

integrated with SMS API, aligning with the FCA consumer duty and G20 recommendations,

setting a new standard for transparency and security, and answering their every concern.

The NetRemit implementation was an inflow of fresh air. Instead of fragmented and

unreliable communication, the MTO now has a strong system that prioritises both security

and customer experience.

NetRemit's Comprehensive Admin Centre has given the MTO control over its business

operations. This powerful interface made it easy to administer business rules including SMS

and communication channels configuration and management, compliance checks, and

transaction validations.

NetRemit uses secure SMS APIs for OTP delivery, 2FA, and real-time notifications. The

platform's integration with worldwide databases ensures that the information utilised for

AML/KYC checks and beneficiary validation is correct and up to date and keep the

customers updated with the status of their KYC checks.

NetRemit's sophisticated security mechanisms and encryption methods safeguard sensitive

client data while also ensuring compliance with GDPR and other data privacy standards.

By deploying NetRemit, the MTO has overcome their SMS communication issues, laying the

groundwork for safe, transparent, and efficient cross-border transactions in the following

means:

Solution Implemented

Page 106



Page 1

Solution Implemented

07



Page 1

Solution Implemented

Selfie/Liveliness Check Status: For KYC compliance, NetRemit uses a selfie and
liveliness check. After completion, the system sends an SMS notice informing the
user of their verification status. This rapid feedback informs the user and improves
the entire user experience by minimising ambiguity during the onboarding
process.

AML/KYC Check Updates: As the AML and KYC verification processes unfold, MTOs
must retain transparency with their users. NetRemit provides real-time updates on
the status of these checks via SMS. For example, if additional documentation is
required, consumers will receive a prompt SMS, allowing them to act swiftly and
reduce transaction delays. This proactive communication is vital for compliance
and maintaining customer trust.

Fraud Detection Alerts: When unusual behaviours are noticed, NetRemit's SMS
alerts warn customers of possible fraudulent efforts. This real-time action enables
consumers to secure their accounts on time.

Beneficiary Management: When consumers add, remove, or update beneficiaries,
they receive SMS messages to confirm the changes. The requirement for two-
factor authentication adds an extra degree of security by verifying certain actions
before they are done. This technique ensures that customers keep control of their
beneficiary networks.

Streamline KYC and AML Compliance

Improving Transaction Security and Transparency

Secure Login and Registration: Gone are the days of vulnerable logins. NetRemit
implemented SMS-delivered One-Time Passwords for login and registration,
introducing a critical layer of Two-Factor Authentication along with biometric and
single sign-on login and registration. This meant that only authorised individuals
could access accounts, boosting confidence and protecting critical data.

Enhancing Security at Each Access Point
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Solution Implemented

Real-Time Payment Tracking: MTO sends out SMS updates to users regarding the
progress of their payments during the fund transfer procedure. Notifications on
the successful transfer, pending status, or any challenges encountered during the
transaction give users transparency and reduce anxious inquiries.

Proactive Compliance Updates: Automatically sends SMS notifications regarding
compliance requirements. This could include reminders to update KYC information
or alerts about changes in regulatory laws, ensuring that consumers stay
compliant without undue stress.

Targeted Marketing and Offers: To improve client engagement, SMS was used to
provide marketing notifications, special offers, and advantageous foreign
exchange rates directly to consumers. Such notifications boost user engagement
and potentially increase transaction volumes by alerting clients to favourable
money transfer conditions.

Platform Outage and Update Notifications: Users receive timely SMS notifications
during platform maintenance or unplanned interruptions. Such communications
demonstrate transparency and keep users informed of the projected downtime,
increasing customer satisfaction even during inevitable delays.

Tailored Emails and SMS Communications: NetRemit can deliver personalised
communications based on customer choices. MTOs can improve client
relationships by customising messaging regarding payment statuses, offers, and
system updates via SMS, making users feel valued and respected.

Increasing Customer Engagement and Proactive Compliance

Payment Initiation: When the user initiates a payment, the transaction is
confirmed via SMS. This message could also contain essential information such as
the amount, recipient, and expected delivery time. Such transparency keeps
people informed and allows them to trace the status of their transactions from the
beginning.
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Macro Global's NetRemit ushered in a new era of secure, transparent, and customer-centric

communication. The MTO experienced a dramatic shift, moving from a system plagued by

errors and frustration to a robust, reliable platform.

Results Obtained: 
A Transformation in
Communication and Trust
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MTO's operations evolved into a fortress, protecting client accounts and sensitive
data from unauthorised access.

The onboarding process was improved with quick SMS notifications, which
reduced client drop-off and accelerated growth.

OTP delivery via SMS and 2FA became cornerstones of security, drastically
reducing fraud and building customer trust.

Empowered the MTO to swiftly address suspicious activity, preventing financial
losses and safeguarding customer accounts.

Automated notifications reduced manual intervention, freeing up resources and
increasing operational efficiency.

Ensured accuracy and minimised errors in cross-border transactions, reinforcing
the integrity of the remittance process.

Provided customers with unprecedented visibility, eliminating uncertainty and
fostering confidence.

Timely alerts for failed transactions, refunds, cash pickups, and delivery status
kept customers informed and empowered.
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Real-time transaction tracking and confirmations decreased errors, resolved
disputes, prevented delays, and increased operational efficiency.

Streamlined financial workflows, reducing manual effort, minimising errors and
optimising trade finance.

Ensured timely document submissions, reducing the risk of non-compliance and
penalties.

Ensured that customers were continually informed about maintenance schedules,
new features, policy changes, and regulatory updates.

Customised SMS notifications maximised impact and increased engagement by
reaching the right audience at the right time.

Results Obtained: A Transformation in
Communication and Trust

11



NetRemit with its sophisticated SMS notification capabilities built at various payment

touchpoints, enabled the MTO to overcome operational challenges and establish a

foundation of trust and efficiency. The impact was profound: from greater security

through prompt OTP and 2FA to improved customer experiences with real-time

transaction updates and proactive notifications, NetRemit transformed the MTO's

communications strategy.

NetRemit's ability to provide timely, dependable SMS notifications at all critical

touchpoints—from onboarding to transaction confirmations and regulatory updates—

enhanced transparency and confidence. This, combined with customisable

notifications, enabled personalised client engagement, increasing loyalty and overall

happiness. Furthermore, the platform's advanced features, such as fraud detection

and compliance alerts, greatly reduced risks and ensured compliance with discerning

regulatory requirements.

For MTOs dealing with operational inefficiencies, communication deficiencies,

security vulnerabilities, or compliance complexity, NetRemit provides a

comprehensive, future-proof solution. NetRemit not only addresses existing issues

but also proactively improves their cross-border operations. MTOs can achieve new

levels of operational excellence, client delight, and security by leveraging NetRemit's

superior SMS integration and its extensive notification feature set, resulting in growth

and a competitive advantage in the changing global remittance landscape.

Conclusion
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Macro Global (MG) is the trading name of Macro Infotech Limited, Inca Infotech
Ltd & Macro Technology Solutions Pvt Ltd. Macro Infotech Limited & Inca
Infotech Limited have Registered Office at 25, Cabot Square, Canary Wharf,
London – E14 4QZ and these companies are registered in England & Wales
under the registration number 06477763 & 04017901.

Please click on the web link below to access our sales desk telephone
numbers and​ email and we will be in touch straight back to you.​

We are here to 
help you ​

https://www.macroglobal.co.uk/contact-us/
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